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Everything you always wanted to know
but were too afraid to ask.

The key concepts covered in this course include jargon-free explanations using simple analogies, case studies,
practical demonstrations, exploration of threat actors' attributes and motives, crime enablers, typologies, the
breakdown of ransomware and data theft attacks, technology, and more.
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Mark Johnson is a passionate creator, communicator, and advocate for common-sense approaches to fraud and
online crime in the digital era. For over 40 years, Mark has gained global experience working with diverse teams
that have a wide range of cultures, ethnicities, and religious backgrounds. Starting with providing in-country armed
support for U.S. DEA operations in the 1980s, the head of major port interdiction in the 1990s, the head of global
telecom network security in the 2000s, and now a cyber and OSINT trainer for NW3C, UK Homeland Security, UK
Police, UK National Crime Agency, and Ukrainian State Prosecutor.

April 9 - 11, 2025 Broward College 3-Day Course
8:30 AM - 4:30 PM CT 3501 Davie Road
Fort Lauderdale, FL 33317
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